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	Reason for change:
	TR 23.715 conclusions indicate: 
For Key Issue EPC-2 (RLOS request indication), it is agreed that:

-
The UE shall indicate in the Attach Request that the attachment is for RLOS.

-
During the RRC connection establishment procedure, the UE indicates in the RRC signalling that the RRC connection is for RLOS access, using RLOS RRC establishment cause, per solution #9.

For Key Issues EPC-3 (Support of unauthenticated UEs access to RLOS) and EPC-4 (Support of authenticated UEs access to RLOS), it is agreed that:

-
For congestion issue, solution #9 is adopted.

Without any RRC level indication of RLOS signalling would not allow the RAN to automatically reject RLOS signalling in case of RAN congestion and would not either allow an operator to isolate the RLOS traffic to specific MMEs (e.g. to prevent security issues to the whole Core Network).  

SA2 sent related LSs to RAN2 and CT1 and received the following reponses: 

R2-1902569

RAN2 would like to thank SA2 for their LS on potential impacts of PARLOS feature to RAN. RAN2 discussed the alternate solutions for PARLOS support in RAN2 and would like to provide the following feedback for the questions raised:

-
Indicating RLOS in establishment cause is not feasible.

-
Using LCID value is not feasible from RAN2 perspective.

-
No problem with S-TMSI/M-TMSI solution has been identified from RAN2 perspective, but further investigation would be required from other groups, e.g. CT1.

-
Broadcasting an RLOS indication is straightforward, feasible technically and can be done within the Rel-16 timeframe.

C1-191726

The special decorated S-TMSI/M-TMSI for PARLOS has significance only for network supporting PARLOS. Networks not supporting PARLOS can use any S-TMSI/M-TMSI values for non-PARLOS purposes (including any special decorated S-TMSI/M-TMSI for PARLOS which is used in networks supporting PARLOS). 

The UE NAS layer can indicate decorated S-TMSI value used for RLOS to the lower layer only in case the UE identity is included in the initial NAS signalling message.

The following possible impacts on the NAS procedures have been identified:

-
The UE and the MME shall be configured with a decorated S-TMSI value used for RLOS. 

-
The UE shall always use EXTENDED SERVICE REQUEST message during the Service Request procedure.

-
Upon reception of S1-AP message carrying decorated S-TMSI value for RLOS, the MME shall ignore the S-TMSI from the S1-AP message. The MME shall process the encapsulated NAS message to derive the M-TMSI from the GUTI without performing the integrity check first.

-
The NAS layer in the UE will need to provide the RRC layer of the UE with the decorated S-TMSI value for RLOS in addition to GUMMEI when establishing NAS signalling connection and the tracking area of the current cell is not in the list of tracking areas that the UE previously registered in the MME during the NAS signalling connection establishment.

-
It needs to be studied what information the NAS layer in the UE needs to provide to the RRC layer of the UE when establishing NAS signalling connection and tracking area updating or combined tracking area updating procedure for load balancing purposes.
This CR is implementing the solution indicated from LS from RAN2 and CT1 using a special decorated S-TMSI/M-TMSI for RLOS and Extended Service Request. The exact value of this decorated S-TMSI/M-TMSI to be selected by CT1.
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>>>Start Changes<<<
4.3.12a
Support of Restricted Local Operator Service

4.3.12a.1
Introduction

Restricted Local Operator Services is an optional feature supported in certain countries. Service requirements of Restricted Local Operator Services is defined in TS 22.101 [80] and the architectural requirements are defined in TS 23.221 [27].

Access to Restricted Local Operator Services may be allowed for UEs in limited service state by the serving network depending on local regulation and operator policys. UEs may enter limited service state as specified in clause 4.3.12.1.

RLOS is requested by the UE, based on explicit request from the user. When attaching to the network to access RLOS, the UE shall send a NAS RLOS indication to the MME, which proceeds with the RLOS attach procedure described in clause 5.3.2.1 A specific RLOS-APN, unique for the PLMN, is configured in the MME.

Allowing access to RLOS is completely under the local operator's control, e.g. EPC access for RLOS does not depend on whether the UE is authenticated or not, nor on whether authentication suceeds or fails.

To provide access to Restricted Local Operator Services, the MME is configured with MME RLOS Configuration Data that are applied to RLOS PDN connection that is established by an MME upon UE request. The MME RLOS Configuration Data contain the RLOS APN which is used to derive a PDN GW, or the MME RLOS Configuration Data may contain the statically configured PDN GW for the RLOS APN.

UEs in limited service state intending to access Restricted Local Operator Services determines that the cell supports RLOS services over E-UTRAN via a broadcast indicator in AS and subsequently initiates the Attach procedure with an indication that the attach is to access RLOS. The Networks supporting Restricted Local Operator Services provides access to these UEs, regardless whether authentication for the UEs is performed or not, and regardless of the authentication result if authentication is performed. If the PLMN does not advertise its support of RLOS, the UE shall block the origination attempt for RLOS.

Restricted Local Operator Services is applicable to WB-E-UTRAN only. Restricted Local Operator Services does not support UE requested PDN connectivity, inter-RAT mobility and Network triggered Service Request. Handover between 3GPP and non-3GPP accesses are not supported for UEs attached for RLOS. Location service does not apply to Restricted Local Operator Services.

During the RRC connection establishment procedure, the UE indicates in the RRC signalling that the RRC connection is for RLOS access using a reserved S-TMSI value which RRC at the UE receives from NAS at the UE as defined in TS 24.301 [46]. Based on the RLOS indication in the RRC signalling, the RAN node may apply access control (e.g. in case of RAN overload or congestion control) for UEs accessing RLOS services as described in TS 36.413 [36] and may select an appropriate MME serving the RLOS access to EPC as described in clause 4.3.8. Upon reception of an S1-AP message carrying the reserved S-TMSI value for RLOS, the MME shall ignore the S-TMSI from the S1-AP message. The MME shall process the encapsulated NAS message to derive the M-TMSI without performing the integrity check first.
On-line charging is not activated for RLOS APN. For off-line charging, an RLOS APN indication as well as IMEI, if available, is added to charging records.

>>>Next Change<<<
5.3.4
Service Request procedures

5.3.4.1
UE triggered Service Request
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Figure 5.3.4.1-1: UE triggered Service Request procedure

The Service Request procedure in this clause is triggered by the UE in ECM-IDLE status to establish user plane radio bearers for the UE.

The UE in ECM-IDLE state can also use this procedure to establish user plane radio bearers even if the UE applies Control Plane CIoT EPS Optimisation, when the UE and MME supports S1-U data transfer or User Plane EPS Optimisation in addition to Control Plane CIoT EPS Optimisation.

NOTE 1:
For a PMIP-based S5/S8, procedure steps (A) are defined in TS 23.402 [2]. Steps 9 and 11 concern GTP-based S5/S8.

1.
The UE sends NAS message Service Request towards the MME encapsulated in an RRC message to the eNodeB. The RRC message(s) that can be used to carry the S-TMSI and this NAS message are described in TS 36.300 [5].

For RLOS, the UE sends NAS message Extended Service Request using as M-TMSI in NAS the value derived from the S-TMSI which the UE may have, while in RRC the UE uses a special S-TMSI value used for RLOS as defined in clause 4.3.12a.1.
2.
The eNodeB forwards NAS message to MME. NAS message is encapsulated in an S1-AP: Initial UE Message (NAS message, TAI+ECGI of the serving cell, S-TMSI, CSG ID, CSG access Mode, RRC establishment cause). Details of this step are described in TS 36.300 [5]. If the MME can't handle the Service Request it will reject it. CSG ID is provided if the UE sends the Service Request message via a CSG cell or a hybrid cell. CSG access mode is provided if the UE sends the Service Request message via a hybrid cell. If the CSG access mode is not provided but the CSG ID is provided, the MME shall consider the cell as a CSG cell.


If a CSG ID is indicated and CSG access mode is not provided, and there is no subscription data for this CSG ID and associated PLMN or the CSG subscription is expired, the MME rejects the Service Request with an appropriate cause. The UE shall remove the CSG ID and associated PLMN of the cell where the UE has initiated the service request procedure from the Allowed CSG list, if present.


For UEs with emergency EPS bearers, i.e. at least one EPS bearer has an ARP value reserved for emergency services, if CSG access restrictions do not allow the UE to get normal services the MME shall deactivate all non-emergency bearers and accept the Service Request.


If LIPA is active for a PDN connection and if the cell accessed by the UE does not link to the L-GW where the UE inititiated the LIPA PDN Connection, the MME shall not request the establishment of the bearers of the LIPA PDN connection from the eNodeB in step 4 and shall request disconnection of the LIPA PDN connection according to clause 5.10.3. If the UE has no other PDN connection then the MME shall reject the Service Request with an appropriate cause value resulting in the UE detaching, skip the following steps of the procedure and initiate the release of the core network resources with the implicit MME-initiated Detach procedure according to clause 5.3.8.3.


If there is a "Availability after DDN Failure" monitoring event or a "UE Reachability" monitoring event configured for the UE in the MME, the MME sends an event notification (see TS 23.682 [74] for further information).


To assist Location Services, the eNB indicates the UE's Coverage Level to the MME.

3.
NAS authentication/security procedures as defined in clause 5.3.10 on "Security function" may be performed.


If the MME is configured to support RLOS and the UE indicated Attach Type "RLOS", based on local regulation and operator policy, the MME may skip the authentication and security setup, or the MME may perform authentication if security information is available or obtainable from a HSS, and continue the Service Request procedure regardless of the authentication result.

4.
If there is a Service Gap timer running in the MME MM Context for the UE and the MME is not waiting for a MT paging response from the UE, the MME rejects the Service Request with an appropriate cause. In addition, MME may also provide a UE with a Mobility Management Back-off timer set to the remaining value of the Service Gap timer.


The MME deletes S11-U related information in UE context if there is any, including TEID(DL) for the S11-U for Control Plane CIoT EPS Optimisation if data buffering is in the MME, ROHC context for Control Plane CIoT EPS Optimisation, etc, but not the Header Compression Configuration. The MME sends S1-AP Initial Context Setup Request (Serving GW address, S1-TEID(s) (UL), EPS Bearer QoS(s), Security Context, MME Signalling Connection Id, Handover Restriction List, CSG Membership Indication) message to the eNodeB. If there is a PDN connection established for Local IP Access, this message includes a Correlation ID for enabling the direct user plane path between the HeNB and the L-GW. If there is a PDN connection established for SIPTO at the Local Network with L-GW function collocated with the (H)eNB, this message includes a SIPTO Correlation ID for enabling the direct user plane path between the (H)eNB and the L‑GW. This step activates the radio and S1 bearers for all the active EPS Bearers. The eNodeB stores the Security Context, MME Signalling Connection Id, EPS Bearer QoS(s) and S1-TEID(s) in the UE RAN context. The step is described in detail in TS 36.300 [5]. Handover Restriction List is described in clause 4.3.5.7 "Mobility Restrictions".

NOTE 2:
In this release of the 3GPP specification the Correlation ID and SIPTO Correlation ID is set equal to the user plane PDN GW TEID (GTP-based S5) or GRE key (PMIP-based S5) which is specified in clause 5.3.2.1 and clause 5.10.2.


If the UE included support for restriction of use of Enhanced Coverage, the MME sends Enhanced Coverage Restricted parameter to the eNB in the S1-AP message.


The MME shall only request to establish Emergency EPS Bearer if the UE is not allowed to access the cell where the UE initiated the service request procedure due to CSG access restriction.


If the Service Request is performed via a hybrid cell, CSG Membership Indication indicating whether the UE is a CSG member shall be included in the S1-AP message from the MME to the RAN. Based on this information the RAN can perform differentiated treatment for CSG and non-CSG members.

5.
The eNodeB performs the radio bearer establishment procedure. The user plane security is established at this step, which is described in detail in TS 36.300 [5]. When the user plane radio bearers are setup. EPS bearer state synchronization is performed between the UE and the network, i.e. the UE shall locally remove any EPS bearer for which no radio bearers are setup and, if the radio bearer for a default EPS bearer is not established, the UE shall locally deactivate all EPS bearers associated to that default EPS bearer.

6.
The uplink data from the UE can now be forwarded by eNodeB to the Serving GW. The eNodeB sends the uplink data to the Serving GW address and TEID provided in the step 4. The Serving GW forwards the uplink data to the PDN GW.

7.
The eNodeB sends an S1-AP message Initial Context Setup Complete (eNodeB address, List of accepted EPS bearers, List of rejected EPS bearers, S1 TEID(s) (DL)) to the MME. This step is described in detail in TS 36.300 [5]. If the Correlation ID or SIPTO Correlation ID is included in step 4, the eNodeB shall use the included information to establish a direct user plane path to the L-GW and forward uplink data for Local IP Access or SIPTO at the Local Network with L-GW function collocated with the (H)eNB accordingly.

8.
The MME sends a Modify Bearer Request message (eNodeB address, S1 TEID(s) (DL) for the accepted EPS bearers, Delay Downlink Packet Notification Request, RAT Type, MO Exception data counter) per PDN connection to the Serving GW. If the Serving GW supports Modify Access Bearers Request procedure and if there is no need for the Serving GW to send the signalling to the PDN GW, the MME may send Modify Access Bearers Request (eNodeB address(es) and TEIDs for downlink user plane for the accepted EPS bearers, Delay Downlink Packet Notification Request) per UE to the Serving GW to optimise the signalling. The Serving GW is now able to transmit downlink data towards the UE. The usage of the Delay Downlink Packet Notification Request Information Element is specified in clause 5.3.4.2 below. If the PDN GW requested UE's location and/or User CSG information and the UE's location and/or User CSG information has changed, the MME also includes the User Location Information IE and/or User CSG Information IE in this message. If ISR is activated or if the Serving Network IE has changed compared to the last reported Serving Network IE then the MME also includes the Serving Network IE in this message. If the UE Time Zone has changed compared to the last reported UE Time Zone then the MME shall include the UE Time Zone IE in this message. If the internal flag Pending Network Initiated PDN Connection Signalling is set, the MME indicates UE available for end to end signalling in the Modify Bearer Request message and reset the flag.

The MME only includes the MO Exception data counter if the RRC establishment cause is set to "MO exception data" and the UE is accessing via the NB-IoT RAT. The MME maintains the MO Exception Data Counter for Serving PLMN Rate Control purposes (see clause 4.7.7.2). The MME may immediately send the MO Exception Data Counter to the Serving GW. Alternatively, in order to reduce signalling, the MME may send the MO Exception Data Counter to the Serving GW as described in TS 29.274 [43].


The MME and the Serving GW clears the DL Data Buffer Expiration Time in their UE contexts if it was set, to remember that any DL data buffered for a UE using power saving functions has been delivered and to avoid any unnecessary user plane setup in conjunction with a later TAU.


If a default EPS bearer is not accepted by the eNodeB, all the EPS bearers associated to that default bearer shall be treated as non-accepted bearers. The MME releases the non-accepted bearers by triggering the bearer release procedure as specified in clause 5.4.4.2. If the Serving GW receives a DL packet for a non-accepted bearer, the Serving GW drops the DL packet and does not send a Downlink Data Notification to the MME.

9.
If the RAT Type has changed compared to the last reported RAT Type or if the UE's Location and/or Info IEs and/or UE Time Zone and/or if ISR is not activated and Serving Network id and/or the indication UE available for end to end signalling are present in step 8, the Serving GW shall send the Modify Bearer Request message (RAT Type, MO Exception data counter) per PDN connection to the PDN GW. User Location Information IE and/or User CSG Information IE and/or Serving Network IE and/or UE Time Zone and/or the indication UE available for end to end signalling are also included if they are present in step 8.


If the Modify Bearer Request message is not sent because of above reasons and the PDN GW charging is paused, then the SGW shall send a Modify Bearer Request message with PDN Charging Pause Stop Indication to inform the PDN GW that the charging is no longer paused. Other IEs are not included in this message.


If the Modify Bearer Request message is not sent because of above reasons but the MME indicated the MO Exception data counter, then the Serving Gateway should notify the PDN GW that this RRC establishment cause has been used by the MO Exception Data Counter (see TS 29.274 [43]). The Serving GW indicates each use of this RRC establishment cause by the related counter on its CDR.

10.
If dynamic PCC is deployed, the PDN GW interacts with the PCRF to get the PCC rule(s) according to the RAT Type by means of a PCEF initiated IP‑CAN Session Modification procedure as defined in TS 23.203 [6]. If dynamic PCC is not deployed, the PDN GW may apply local QoS policy.


The PDN GW indicates each use of the RRC establishment cause "MO Exception Data" by the related counter on its CDR.

11.
The PDN GW sends the Modify Bearer Response to the Serving GW.

12.
The Serving GW shall return a Modify Bearer Response (Serving GW address and TEID for uplink traffic) to the MME as a response to a Modify Bearer Request message, or a Modify Access Bearers Response (Serving GW address and TEID for uplink traffic) as a response to a Modify Access Bearers Request message. If the Serving GW cannot serve the MME Request in the Modify Access Bearers Request message without S5/S8 signalling other than to unpause charging in the PDN GW or without corresponding Gxc signalling when PMIP is used over the S5/S8 interface, it shall respond to the MME with indicating that the modifications are not limited to S1-U bearers, and the MME shall repeat its request using a Modify Bearer Request message per PDN connection.


If SIPTO at the Local Network is active for a PDN connection with stand-alone GW deployment and the Local Home Network ID for stand-alone accessed by the UE differs from the Local Home Network ID where the UE initiated the SIPTO@LN PDN Connection, the MME shall request disconnection of the SIPTO at the local network PDN connection(s) with the "reactivation requested" cause value according to clause 5.10.3. If the UE has no other PDN connection, the MME initiated "explicit detach with reattach required" procedure according to clause 5.3.8.3.


If SIPTO at the Local Network is active for a PDN connection with collocated LGW deployement and the L-GW CN address of the cell accessed by the UE differs from the L-GW CN address of the cell where the UE initiated the SIPTO at the Local Network PDN Connection, the MME shall request disconnection of the SIPTO at the local network PDN connection(s) with the "reactivation requested" cause value according to clause 5.10.3. If the UE has no other PDN connection, the MME initiated "explicit detach with reattach required" procedure according to clause 5.3.8.3.

>>>End of changes<<<
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